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ABSTRACT

The emergence of socio-economic offences in the global financial system
has raised complex challenges for states, regulators, and enforcement
agencies. Unlike traditional crimes, these offences exploit financial
institutions and markets to conceal illicit proceeds, evade taxation, or finance
unlawful activities. Recognising that conventional policing is inadequate to
track complex financial flows, countries have institutionalised Financial
Intelligence Units (FIUs) as specialised agencies responsible for receiving,
analysing, and disseminating suspicious transaction information. Globally
guided by the Financial Action Task Force (FATF) and supported by the
Egmont Group, FIUs serve as the first line of defence against money
laundering, corruption, fraud, terror financing, and tax evasion. In India, the
Financial Intelligence Unit-India (FIU-IND), created in 2004, plays a pivotal
role in curbing socio-economic offences by fostering compliance among
reporting entities and providing actionable intelligence to enforcement
agencies. This paper critically evaluates the effectiveness of FIUs in
addressing socio-economic offences, with particular focus on the Indian
experience, while drawing comparative insights from global practices. It
situates FIUs within the broader framework of criminological theory,
evaluates relevant judicial pronouncements, and engages with scholarly
literature to highlight achievements, limitations, and scope for reform.
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1.Introduction

The contemporary era of globalisation and financial liberalisation has amplified the risks of
socio-economic offences. Crimes such as money laundering, tax evasion, insider trading,
corruption, and terror financing undermine governance and destabilise economies. Unlike
violent crimes, these offences are subtle, complex, and transnational, exploiting systemic
loopholes and regulatory gaps. The United Nations Office on Drugs and Crime (UNODC) has
consistently emphasised that illicit financial flows deprive states of resources essential for
development, while also fuelling terrorism and organised crime. To counter these challenges,
the FATF’s Forty Recommendations (1990, revised 2012) mandated the creation of FIUs as

national centres for financial intelligence.

India’s FIU-IND, established in 2004 under the Ministry of Finance, reflects this global
mandate. Tasked with receiving suspicious transaction reports (STRs), cash transaction reports
(CTRs), and other data from banks and financial intermediaries, FIU-IND analyses transaction
patterns and shares intelligence with enforcement agencies such as the Enforcement Directorate
(ED), Central Bureau of Investigation (CBI), and Securities and Exchange Board of India
(SEBI). Nearly two decades since its creation, FIU-IND has generated intelligence in high-
profile cases like the Nirav Modi, Mehul Choksi fraud and the Yes Bank scam. Yet, the question

of its overall effectiveness in curbing socio-economic offences persists.

This paper seeks to address this issue by situating FIUs within theoretical and legal discourse,
reviewing relevant literature, examining judicial approaches, and evaluating both global and

Indian experiences.

2.Literature Review

The academic and policy literature on FIUs and socio-economic offences has grown
significantly over the past two decades. Edwin Sutherland’s foundational theory of white-collar
crime remains central to understanding why socio-economic offences, though non-violent,
have devastating effects on society by corroding trust in institutions. Scholars such as Clinard
and Quinney have argued that socio-economic crimes are particularly insidious because

offenders often belong to elite or respectable classes, making detection and deterrence difficult.

In the Indian context, the 47th Law Commission Report (1972) on socio-economic offences
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underscored their threat to public welfare and recommended stringent regulation. Later, the
Santhanam Committee Report (1964) on corruption emphasised the necessity of specialised
mechanisms to trace illicit financial flows. These early discourses laid the groundwork for

intelligence-led approaches.

On FIUs specifically, Levi and Reuter (2006) observed that FIUs represent a shift from reactive
policing to preventive financial surveillance, aligning law enforcement with global financial
transparency. Unger and Ferwerda (2011) argued that FIUs have increased compliance culture

among banks, though their actual contribution to convictions remains contested.

In global comparative scholarship, Sharman (2011) analysed the role of FIUs in offshore
jurisdictions, highlighting how secrecy laws often dilute effectiveness. Takats (2011), writing
from an economic perspective, noted that FIUs reduce transaction anonymity, thereby
increasing the cost of laundering. From a critical perspective, Gallant (2005) argued that FIUs,
while important, often operate as “intelligence bottlenecks,” overwhelmed by large volumes of

reports with limited analytical capacity.

In India-specific scholarship, Singh (2017) highlighted FIU-IND’s growing importance in the
post-demonetisation era but questioned its resource adequacy. Jain (2020) noted that FIU-IND
plays a crucial role in ensuring compliance among reporting entities but suffers from limited
coordination with investigative agencies. Recent studies in the Journal of Financial Crime
emphasise the need for technological innovation, particularly in monitoring crypto currency

transactions, to keep FIUs relevant.

The literature thus reveals a consensus on the necessity of FIUs but diverges on their
effectiveness. While some highlight their preventive success in embedding compliance culture,
others criticise their limited contribution to actual convictions. This debate provides the

foundation for critically evaluating FIU-IND and its global counterparts.

3.FIUs and Socio-Economic Offences

Socio-economic offences, as recognised by Indian courts and commissions, include corruption,
fraud, insider trading, money laundering, tax evasion, and terror financing. These crimes often
involve sophisticated methods such as layering of funds, round-tripping through tax havens,

and misuse of shell companies. Traditional policing cannot adequately address such offences,
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necessitating intelligence-based institutions.

FIUs serve as the central node in AML/CFT architecture. They receive transaction reports from
reporting entities, apply data mining and risk indicators to detect unusual patterns, and
disseminate findings to law enforcement. They are not prosecutorial agencies but act as
“gatekeepers” of financial integrity. Their global interconnectedness through the Egmont
Group ensures that cross-border laundering schemes can be traced more effectively, although

secrecy jurisdictions remain a challenge.

4.Global Experience of FIUs

Globally, FIUs have been pivotal in uncovering financial scandals. In the United States,
FinCEN’s alerts were instrumental in exposing HSBC'’s failure to prevent laundering of drug
money, resulting in a $1.9 billion fine in 2012. The FinCEN Files leak of 2020 further revealed
systemic weaknesses in global banking, yet also underscored the indispensable role of FIUs in

raising red flags.

In Europe, FIUs played a decisive role in exposing the Danske Bank scandal involving €200
billion in suspicious transactions. Similarly, AUSTRAC in Australia imposed a $1.3 billion
penalty on Westpac Bank in 2020 for failing to monitor money transfers linked to child
exploitation. These examples highlight that FIUs, when adequately resourced and empowered,

can drive accountability and prevent systemic misuse of financial systems.

4.1.Comparative Effectiveness of FIUs: Global vs. Indian Experience

- Global FIUs (FinCEN, . .
Criteria AUSTRAC, EU FIUs) FIU-IND (India) Observations
Generally independent,
directly accountable to . Greater autonomy
o O Functions under the .
Institutional |[finance ministries or . . 1. .. +|lcould improve
Ministry of Finance; limited ,
Autonomy |[central banks (e.g., rational independen FIU-IND’s
AUSTRAC has operatio CPENAENCe. o fectiveness.
operational autonomy).
Advancec} Use Of.AI’ Relies mostly on traditional .
. blockchain tracking, and : Investment in
Technological big data analytics (e reporting formats digital forensics is
Capability || WYHCS (€8 || STRs/CTRS), limited &
FinCEN Files revealed ) : urgently needed.
. adoption of Al-driven tools.
global laundering).
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- Global FIUs (FinCEN, . .
Criteria AUSTRAC, EU FIUs) FIU-IND (India) Observations
High, bl.lt with Over 15 million reports Quality over
mechanisms to filter . . .
Volume of . . annually, often low-quality ||quantity remains a
. quality reports (FinCEN : .
Reporting . o1 due to defensive reporting |/challenge for FIU-
receives ~2 million by bank IND
SARs annually). y > ’
Led to billion-dollar Helped in Nirav Modi, Yes |Stronger
Impact on penalties (HSBC, Bank, and demonetisation |[integration with
Enforcement |Danske Bank, Westpac ||probes, but limited enforcement is
cases). convictions. necessary.
Active role in Egmont  ||[Member of Egmont Group, Needs d .
International ||Group, bilateral MoUs ||but weaker bilateral treaties inferrfa tieilg?
Cooperation |with tax havens, FATF- |jand limited information- © on
) . . collaboration.
driven compliance. sharing.
Courts often uphold Courts uphold FIU-linked
. S . .. Balance between
. . reporting obligations PMLA provisions (Vijay .
Judicial . ) privacy and
o despite privacy concerns ||Madanlal Choudhary case), .
Recognition ; . enforcement is a
(e.g., Michaud v. but stress liberty safeguards continuine debate
France). (Nikesh Tarachand Shah). & ’

5.The Indian Experience: FIU-IND

FIU-IND, since its establishment in 2004, has contributed significantly to India’s AML/CFT
framework. It receives reports from banks, financial institutions, and intermediaries under
obligations imposed by PMLA. Through its analysis, FIU-IND has flagged anomalies in high-
profile scams. In the Nirav Modi case, trade-based laundering was identified early, though
delayed enforcement weakened its impact. During demonetisation, FIU-IND detected
abnormal deposits in cooperative banks, providing intelligence for multiple enforcement
actions. In the Yes Bank scam, FIU-IND’s reports on suspicious lending formed the basis of

ED’s case.

FIU-IND also strengthens compliance. By imposing penalties for delayed or non-filing of
Suspected transaction Reports(STR), it ensures that banks adopt robust due diligence. The
deterrent effect of such penalties fosters systemic resilience. However, challenges remain- most
notably, FIU-IND’s dependence on enforcement agencies for action and the problem of

“defensive reporting” by banks, which floods the system with low-quality intelligence.
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6.Judicial Approach to FIU Intelligence

The judiciary has grappled with issues relating to financial intelligence in several landmark
cases, In Vijay Madanlal Choudhary v. Union of India (2022)!, the Supreme Court upheld
stringent provisions of PMLA, recognising India’s international commitments under FATF and
indirectly reinforcing the legitimacy of FIU-based intelligence. In Nikesh Tarachand Shah v.
Union of India (2017)?, however, the Court struck down the twin bail conditions of PMLA as

unconstitutional, illustrating the tension between liberty and enforcement.

In B. Rama Raju v. Union of India (2011)°, connected to the Satyam scam, the Andhra
Pradesh High Court upheld ED’s asset attachment based on intelligence inputs. Similarly, in
Directorate of Enforcement v. Axis Bank (2019)*, the Delhi High Court underscored banks’
obligations in laundering cases, highlighting the importance of FIU reports.

Internationally, the Michaud v. France (2012)° judgment before the European Court of Human
Rights upheld the obligation of professionals, including lawyers, to file suspicious activity
reports, prioritising anti-laundering frameworks over professional secrecy. These judicial
interventions reflect the delicate balance between effective financial intelligence enforcement

and fundamental rights.
7.Critical Evaluation

Despite achievements, FIUs face serious challenges in effectiveness. The first issue is the gap
between intelligence and enforcement. FIUs are not investigative agencies; their success
depends on follow-up by enforcement authorities. In India, the low conviction rate under

PMLA illustrates this disconnect.

Second, the quality of reporting remains problematic. Banks often file excessive Suspicious
Transaction Reports STRs to avoid liability, burdening FIU-IND’s analytical resources. While

FIU-IND receives millions of reports annually, only a fraction result in actionable intelligence.

Third, cross-border laundering remains difficult to address despite Egmont cooperation. Tax

! Vijay Madanlal Choudhary v. Union of India (2022)10 scc 24
2 Nikesh Tarachand Shah v. Union of India (2017)

* B. Rama Raju v. Union of India (2011)

4 Directorate of Enforcement v. Axis Bank (2019)

5 Michaud v. France (2012)
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havens and jurisdictions with weak AML frameworks continue to impede investigations.

Fourth, resource constraints undermine effectiveness. FIU-IND lacks sufficient trained analysts
and advanced technology to monitor complex schemes involving crypto-currency, digital

payments, and shell entities.

8.Suggestions for Reform

To enhance effectiveness, FIUs must adopt advanced technology such as Al-driven analytics
and block-chain monitoring to detect laundering patterns. Legal reforms clarifying the
evidentiary value of FIU reports would strengthen prosecutions. Institutional coordination
between FIU-IND, RBI, SEBI, ED, and tax authorities through integrated databases is
essential. International cooperation must be deepened through treaties with tax havens and
active participation in global initiatives. Capacity-building through recruitment of forensic
accountants, cyber specialists, and legal experts is necessary. Finally, oversight mechanisms

must be established to ensure FIU independence and prevent political misuse.

9.Conclusion

Financial Intelligence Units embody the preventive and intelligence-driven approach to socio-
economic offences. Globally, FIUs have demonstrated their value in exposing scandals and
ensuring compliance. In India, FIU-IND has provided crucial intelligence in major cases and
fostered compliance culture, but its effectiveness is curtailed by over-reporting, weak
enforcement follow-up, and resource constraints. Judicial decisions have validated the

legitimacy of FIUs while insisting on safeguards for liberty and privacy.

Ultimately, FIUs are indispensable but not sufficient in themselves. They must be supported by
robust enforcement, judicial efficiency, technological innovation, and independent oversight.
Strengthening FIUs is essential to curb socio-economic offences, preserve financial integrity,

and uphold the rule of law in a globalised economy.
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